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Is Huawei a Leverage of the US-China Trade War? 
A Critical Reflection on the Huawei Case 
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On January 28, 2019, the US Department of Justice announced criminal charges against 
Huawei. A pair of indictments accusing Huawei of violating the US sanctions as well as 
stealing trade secrets was unsealed in two separate cases. In fact, as a technology-intensive 
enterprise, Huawei has always been under close scrutiny from the US government for 
‘national security’ concerns, and both the criminal allegations have existed for years. The 
Chinese side questioned the American motives, accusing that the US is actually using law 
enforcement as one tool among many to achieve its policy objectives in the Huawei case. 
The article presents the Chinese side of the case as well as the grounds for its position. 
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On January 28, 2019, the US Department of Justice charged Huawei with violating 
the US sanctions against sales to Iran as well as stealing trade secrets from 
T-Mobile, its US partner.1 The charges of theft of trade secrets relate to Huawei’s 
alleged attempts to steal the technology used by T-Mobile in a robot called Tappy, 
which was designed to test the performance of mobile devices, while those of 
sanctions violations relate to Huawei’s affiliation with a company called Skycom, 
which was reported to have offered to sell embargoed equipment to Iran in 2013.

According to the indictment unsealed in federal court in Brooklyn, the 
investigation into Huawei’s violations of the US sanctions can be traced back to 
2007.2 However, the charge of Huawei’s trade secrets theft is old news, stemming 
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from a civil lawsuit filed by T-Mobile in 2014. It actually ended with Huawei 
paying USD 4.8 million to T-Mobile for breaching a “Handset Accessory Supply 
Agreement.” At that time, as the Seattle jury found no “willful and malicious” 
misappropriation in Huawei’s conduct, it did not award any damages for theft of 
trade secrets.3

This shows that the sanctions allegations have existed for years, while the 
Tappy allegations have already been settled. Yet, both began to come to a head 
when the Trump administration dramatically announced the criminal charges 
against Huawei on January 28. This action has at least two possible interpretations. 
On the one hand, since the US government has long been accusing Chinese 
companies of stealing trade secrets and patented technology from American 
companies, that American side may have reached a breaking point. On the other 
hand, since the US government has been looking for ways to curb Huawei’s 
growth in the West, this case could be a good pretext for doing so.

In fact, as technology-intensive enterprises, Chinese telecom companies 
such as Huawei and ZTE have always been under close scrutiny from the US 
government for ‘national security’ concerns. Current Huawei issues would be due 
to its perceived ties to the Chinese government. Its founder, Mr. Zhengfei Ren, 
once served as an engineer with China’s People’s Liberation Army. His leadership 
style is low-profile. Since Huawei was established in 1987, Mr. Ren has given no 
more than 10 interviews.4 Moreover, he rejected the idea of Huawei going public, 
even though the company would have received a warm welcome from the markets. 
In traditional Chinese culture, such a style is said to follow the “Doctrine of the 
Golden Middle Way” [中庸之道], which is considered commendable. In contrast, 
to Westerners, such an ‘opaque’ business model inevitably attracts suspicion, 
leading to the idea that Huawei might be beholden to the Chinese government, 
despite the lack of any evidence.5

Huawei is trying its best to clarify its position. Mr. Ren insists that Huawei 
has complied with all national regulations wherever it operates and the Chinese 
government has never asked Huawei for data, which would be ‘definitely’ refused 
if it did so.6 He also mentioned that the West generally thinks there is ideology 
printed on Huawei equipment. He refuted: “That is as stupid as smashing textile 
machines during the industrial revolution.”7 He further commented: “Huawei 
only provides equipment run and controlled by its operators, not by Huawei 
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itself.”8 Such statements have proven futile. Although no evidence has emerged 
to support the fear of the company so far,9 the US congress has already proposed 
blocking Huawei from government contracts and advised carriers, ISPs and even 
private citizens against buying its products.10 In addition, the US government 
secretly pressed allies last year to join forces to stop Huawei from participating in 
constructing global 5G networks.11

However, as of January 2019, the US officials have not put forward any 
factual evidence linking Huawei to spying. Furthermore, they risk being accused 
of having double standards. As the whistleblower Edward Snowden revealed, 
American technology companies have been prepared to work with the US spy 
agencies.12 In other words, the Americans are actually trying to do the exact things 
they are worried Huawei will do to the US.

The US hostility combined with its lack of hard evidence have prompted 
some countries to “question whether America’s campaign is really about national 
security, or if it is aimed at preventing China from gaining a competitive edge.”13 
It is worth noting that Huawei has been developing at an exceptionally fast 
pace in recent years. In the second quarter of 2018, Huawei overtook Apple to 
become the world’s second-largest smartphone seller behind Samsung, the first 
time in seven years that any contender has managed to enter the top two.14 More 
importantly, Huawei has become a major player in 5G, a field in which, the Trump 
administration thinks, the dominant country will gain an economic, intelligence 
and military edge over its competitors.15

Given this background, China believes that the US is actually using law 
enforcement as one tool among many to achieve its policy objectives in the 
Huawei case. Shuang Geng, the spokesman for the Chinese Ministry of Foreign 
Affairs said: “A country has the right to safeguard its information security. But it 
cannot, under the pretext of security, harm or even stifle the legitimate operation 
of enterprises.”16 Furthermore, China has “urged the US to stop its unjustified 
crackdown on Huawei, and provide a fair environment for mutual investment and 
cooperation.”17

China’s arguments seem not unreasonable. Huawei might have exported goods 
or technologies to Iran via several multinational banks that operated subsidiaries 
in the US. Although it might have violated the US sanctions,18 there is always 
such a thing as prosecutorial discretion, even in less ambiguous cases. Under the 
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American law, not every case will be prosecuted, since prosecuting attorneys 
have nearly absolute power to choose which cases to bring to trial. Samsung, for 
instance, is one of Iran’s largest mobile-phone suppliers,19 while the Swedish 
telecom company Ericsson has been selling equipment to Iran regardless of the 
sanctions.20 Due to the complexity of global component sourcing, it is unlikely 
that even American products or intellectual property have never been used by 
Iranian consumers. Nonetheless, the US prosecutors have shown no interest in 
investigating Samsung or Ericsson actively. The only presumption is that both 
enterprises come from American allies, whereas Huawei is associated with what is 
now being seen by many as America’s prime adversary.21

When it comes to the trade-secret allegation, the civil lawsuit dealing with 
the incident was already settled in 2017. In that case, according to Huawei, 
T-Mobile published a video of the Tappy on YouTube,22 including its schematics 
in September 2012. As could be seen in the video, Tappy was a modified Epson 
SCARA robot, which was readily available.23 In other words, it could be hardly 
referred to as a trade secret. In addition, there was evidence showing that Tappy 
was not all that valuable or beneficial, since it did not work well. This point was 
established by the testimony of William Wevers, a third party who examined 
Tappy in 2012.24

Even if the Tappy technology were effective or valuable, Huawei never 
incorporated it into its own robot xDR:25 it never integrated xDR into its testing 
processes; never used it to test non-T-Mobile phones; and never made changes 
to any phones as a result of testing with xDR. This is why the jury awarded zero 
damages for trade-secret misappropriation. Since a jury has already found Huawei 
taking Tappy’s rubber tip was not “willful and malicious,”26 proving Huawei’s 
conduct criminal “beyond a reasonable doubt” in a lawsuit will be very difficult.

This is why China initially reacted that the Americans were using their 
legal system to advance political interests in the ongoing contest of the two 
superpowers.27 Actually, the Huawei case would be a leverage for the US to urge 
its allies to shut Chinese companies out of their markets. However, aside from 
repeatedly protesting the unfair treatment by the US, the Chinese side has not done 
a great deal to present its side of the case. Traditionally, the Chinese views that “if 
one is innocent, there isn’t really a need to defend oneself with words [清者自清].” 
Obviously, this strategy does not work well in the Western world, where Chinese 
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companies have long been portrayed as ‘thieves.’28

The case has revealed multiple collisions of the values, concepts and culture 
of China and the US. Those clashes will be the dilemma of Chinese companies 
going global. However, the real intention behind the charges should no longer be a 
focus of attention in this case. Rather, Huawei needs to think seriously about how 
to respond to the lawsuit. In any event, local administrative and judicial systems 
should be respected by Chinese companies for foreign investment. All in all, it 
should be kept in their mind.
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